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ABSTRACT

This paper provides a systematic study of digital trade governance in the Asia-Pacific region. It starts with a brief review of the current landscape of digital trade agreements in the region and existing rules and ongoing negotiations at the WTO. This provides an important context for understanding the Asia-Pacific approach to digital trade governance. The paper then provides a detailed analysis of the key components of the three most recent trade agreements in the region, namely, the CPTPP, RCEP and DEPA. It discusses the agreements’ breadth and depth of topics, negotiation pattern and regulatory framework, including their approach to addressing some major emerging issues in digital trade governance. The paper argues that these Asia-Pacific agreements have developed a pragmatic and incremental approach to digital trade governance by focusing on matters of the greatest economic significance to them while at the same time, gradually promoting consensus building on controversial and emerging issues. This approach provides a plausible model for negotiations of digital trade regulation at the multilateral level.
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I. INTRODUCTION

Digital technologies supported global economic activities during the COVID-19 pandemic, and remain critical for economic recovery and development in the post-pandemic era. Meanwhile, the transition to a digital economy worldwide has generated new challenges for international trade, demanding the establishment of a comprehensive, fair, and effective global governance framework for digital trade. However, due to the divergence of regulatory philosophy and approaches among governments, progress in formulating multilateral digital trade rules within the framework of the WTO has been slow. Thus, countries have shifted forums and utilised bilateral, plurilateral and regional trade venues to promote regulatory cooperation on digital trade rules at these sub-multilateral levels.

The Asia-Pacific region has become a pioneer in digital trade governance. The region’s flourishing digital economy has led to the development of extensive policies and legislation related to digital trade, as well as active regional cooperation exemplified by mega-regional trade agreements – i.e. the Comprehensive and Progressive Agreement for Transpacific Partnership (CPTPP) and the Regional Comprehensive Economic Partnership (RCEP) – and by dedicated digital trade agreements, such as the Digital Economy Partnership Agreement (DEPA) between Chile, New Zealand, and Singapore. These trade agreements not only boast distinctive features but also incorporate several principles that are agreeable to the two largest digital economies – the US and China, which are likely to shape global rules on digital trade going forward.

A growing body of scholarship has explored country-based regulatory approaches to digital trade and the reform of WTO rules. However, only a few studies have offered a systematic analysis of digital trade governance in the Asian-Pacific region. To fill this gap, this article seeks to explore the region’s approach to digital trade issues. Section II starts by briefly reviewing the current landscape of
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2 This article uses the term ‘digital trade’ and ‘e-commerce’ interchangeably in this article as they are not differentiated in most trade agreements.
digital trade governance in the Asia Pacific in response to the new challenges triggered by the data-driven economy. Section III then discusses the regulation of digital trade under the WTO and the relevant WTO negotiations to assess the major disagreements and opportunities for cooperation among governments. This is followed in Section IV by a detailed analysis of the breadth and depth of topics, negotiation patterns and regulatory frameworks, as well as key emerging issues in digital trade governance in the Asia-Pacific, focusing on the CPTPP, RCEP and DEPA. Section V concludes by offering some observations on how the regulatory experience in the Asia-Pacific may facilitate international cooperation on digital trade regulation.

II. CURRENT LANDSCAPE OF DIGITAL TRADE AGREEMENTS IN THE ASIA-PACIFIC

The rapid advance of digital technologies over the past two decades has transformed the traditional ways of trade by creating new types of goods for trade and new modes of transaction, marking the advent of the ‘era of digital trade’. Digital trade is among the most dynamic sectors in the global economy. It has been growing faster than traditional trade in goods and services, and has contributed to post-pandemic economic growth and recovery.\(^7\) At the same time, the exponential growth of digital trade has brought with it a raft of challenges which have in turn generated regulatory concerns. For instance, digital technologies have posed threats to privacy and security,\(^8\) resulting in a number of restrictive data policies (i.e. restrictions on the flow of data across borders or on its storage and processing) throughout the world (see Figure 1). These policies can generate regulatory uncertainties, complexities and costs for cross-border data transfer, thereby creating barriers to digital trade for companies.\(^9\) They may also reduce firms’ capacity to take advantage of network economies of scale which may otherwise be achieved through centralised storage and processing of data.\(^10\) Thus, these restrictive policies and governmental responses in return have caused potential impediments to digital trade.

**Figure 1** Average Digital Trade Restrictiveness Index by World Region
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\(^8\) Mitchell and Mishra, above n 5, 389


Due to the lack of global rules to facilitate and liberalise digital trade (as will be discussed in Section III), governments have resorted to free trade agreements (FTAs) to advance and experiment with new rules and disciplines. The US-Jordan FTA of 2000 was the first FTA featuring specific e-commerce provisions, i.e. provisions on paperless trading. Such rules are now included in at least 167 FTAs. The regulatory framework of digital trade governance has also become more comprehensive and refined, developing from a few provisions on digital trade in FTAs, to stand-alone chapters in FTAs, and then to separate agreements on digital trade. The US initially took earnest steps to establish substantial rules for digital trade, leading through the inclusion of chapters on e-commerce or digital trade in the Trans-Pacific Partnership Agreement (TPP) and the US–Mexico–Canada Agreement.

More recently, countries in the Asia-Pacific region have assumed the initiative in setting rules for digital trade. The Asia-Pacific’s active role in digital trade rule-making is not surprising given the fast-growing e-commerce market, the predominance of large technology companies, rapid adoption and implementation of digital technologies and services, as well as the high levels of internet penetration and mobile-first consumers in the region. The region has seen the boom of digital trade even in advance of the Covid-19 pandemic, which only accelerated these trends. Meanwhile, as shown in Figure 1, the region has the highest level of restrictiveness in the world.

The Singapore–New Zealand Closer Economic Partnership Agreement was the first FTA in the region to include digital trade rules, particularly on paperless
trading, the transfer of financial information and data processing within its financial services commitments. The Singapore-Australia FTA\(^{18}\) was the first to include a stand-alone chapter on e-commerce, followed by the US – Singapore FTA\(^{19}\), the US – Australia FTA\(^{20}\), the ASEAN – Australia – New Zealand FTA\(^{21}\), and the US – Korea FTA\(^{22}\).

A trajectory can be traced from these provisions and chapters through to the US-led TPP in 2015 and its successor the CPTPP in 2018\(^{23}\) where the e-commerce chapter remains unchanged. The e-commerce provisions in the (CP)TPP have influenced the corresponding rules in the RCEP in 2020, which has a seven-member overlap with the CPTPP. While there are a few differences, particularly on data flows and data localisation (as will be discussed in Section IV), most provisions are similar or identical across the two regional trade agreements (RTAs).\(^{24}\) Ultimately, the trajectory led to the conclusion of the DEPA in mid-2020. Its primary textual source is the CPTPP, to which all three DEPA members are party.\(^{25}\) These efforts have been primarily led by countries with significant commercial benefits to reap when barriers to digital trade are reduced, as well as by those seeking an active role in making international trade rules, such as Singapore, Australia, Japan, and New Zealand.\(^{26}\) At the same time, however, these agreements have been tailored to address different political and economic situations and the scale of digital development among the countries involved. Specifically, digitally advanced countries, such as Singapore and Australia, adopt an open and liberal approach towards digital trade by shaping rules that eliminate or reduce cross-border and domestic barriers, building trust in the digital space and facilitate digital trade in the RTAs.\(^{27}\) Meanwhile, the majority of Asia-Pacific economies approach digital trade inversely in the absence of robust domestic frameworks.\(^{28}\) They begin by making a cooperative commitment in these high-standard RTAs and subsequently develop appropriate domestic procedures to facilitate the implementation of new regional rules and commitments.\(^{29}\) Several Asia-Pacific countries, such as Vietnam, Malaysia, Brunel and even major digital economies, i.e. Japan and China, adopted this approach to facilitate economic and regulatory reforms in a pragmatic and incremental manner.\(^{30}\) This approach is

\(^{18}\) Singapore-Australia Free Trade Agreement, effective on 28 July 2003.

\(^{19}\) United States – Singapore Free Trade Agreement, effective on 1 January 2004.

\(^{20}\) United States – Australia Free Trade Agreement, effective on 1 January 2005.

\(^{21}\) ASEAN-Australia – New Zealand Free Trade Area, effective on 10 January 2010.

\(^{22}\) United States – Korea Free Trade Agreement, effective on 15 March 2012.

\(^{23}\) Gao, above n 5, 305.


\(^{26}\) Mishra and Valencia, above n 6, 492.


\(^{30}\) See, eg, Chien-Huei Wu, ‘ASEAN at the Crossroads: Trap and Track between CPTPP and RCEP’ (2020) 23(1)
therefore characterised as ‘pragmatic incrementalism’,\textsuperscript{31} building on longstanding collaboration, progressively developing consensus on key issues, and integrating adequate regulatory autonomy to accommodate the diversity of digital development and ideological preferences.\textsuperscript{32}

While there is a clear trend of regulatory cooperation on digital trade governance in the Asia-Pacific region, major FTAs have arguably played a different role in this endeavour. The CPTPP serves as a significant trendsetter and is commonly considered as the benchmark for the modern generation of FTAs.\textsuperscript{33} Digital trade provisions in several recent FTAs, especially those addressing data flow issues, are either inspired by or directly borrowed from the CPTPP.\textsuperscript{34} The RCEP is led by Asia-Pacific countries and boasts the largest membership in the region. While sharing a lineage with earlier Asia-Pacific e-commerce chapters, such as those in the CPTPP, it offers softer and more flexible disciplines, especially on data flows. The DEPA is exemplary as the first stand-alone agreement dedicated to digital trade, with a unique modular structure and disciplines covering various emerging areas of digital trade.

In short, faced with the regulatory challenges triggered by the digital economy, digital trade rules in Asia-Pacific FTAs have become increasingly extensive and rigorous. They not only deal with traditional e-commerce topics but also key issues related to data governance, aiming to remove impediments and promote the growth of digital trade. Thus, it is widely regarded that these FTAs can serve as stepping-stones to the development of sensible solutions to challenges driven by the data-driven economy and more generally of digital trade rules at the multilateral level.\textsuperscript{35} We will discuss these rules in detail in Section IV. Prior to that, the next section offers an overview of the current state of WTO law and negotiations with regard to digital trade.

\section*{III. DIGITAL TRADE REGULATION UNDER THE WTO}

Since its creation in 1995, the WTO’s rulebook has largely remained unchanged and therefore has become ill-equipped to address contemporary challenges posed by the digital transformation.\textsuperscript{36} At the same time, the development of case law at the WTO, in cases such as  

\textit{US – Gambling} and  

\textit{China – Publications and Audiovisual Products},\textsuperscript{37} has provided some guidance for how digital trade issues may be
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addressed. The most significant progress made in the two cases is the confirmation of the applicability of WTO rules, particular the General Agreement on Trade in Services (GATS) rules and specific commitments, to e-commerce and digital services. Such judicial interpretation, however, did not touch on a number of key issues related to digital trade, such as the classification of the content of certain electronic transmissions, development-related issues and imposition of customs duties on electronic transmissions. Therefore, it does not provide a solution to the absence of political consensus on how digital trade rules may be developed at the WTO. Overall, the existing regulatory framework of the WTO, including the relevant case law, has proved to be inadequate in dealing with new issues brought about by digital trade.

The WTO Membership realised early on the implications of digital technologies for trade and have made many attempts and efforts to advance the liberalization of e-commerce and to create global rules on digital trade. Multilateral cooperation can be traced back to 1998, when the Members adopted the Declaration on Global Electronic Commerce. The Declaration called for a provisional moratorium on customs duties on electronic transmissions and the establishment of a work programme. Pursuant to the Declaration, in September 1998, the General Council adopted the Work Programme on Electronic Commerce and required relevant WTO bodies to examine all trade-related issues relating to global e-commerce, and to update the rules if needed. Since then, the cooperation on e-commerce has continued, but has not reached any decision on the substantive disciplines.

The major disagreements among main players, particular the US, the EU and China, have centred on issues relating to data flows and localisation. The US, being the leader of global digital economy, has the most advanced internet technology and many leading digital firms, such as Facebook, Google, and Microsoft, that offer digital products and services. The business models of these companies heavily rely on data flows. Therefore, the US favors free flow of data and bans government regulations requiring data localisation in all trade agreements, seeking to limit digital protectionism and enhance the access of its tech giants to the global market. Compared to the US, the EU has adopted a different approach to data flows. The key
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for the EU is protection for privacy in light of a long-standing tradition of endorsing the protection of personal data and privacy as a fundamental right. These strict data protection policies have been criticised by the US as digital protectionism in defense of the EU firms and digital market. The EU finally refined its position in 2018 by achieving a compromise between trade and privacy, so that it would agree to a horizontal clause on free flow of data and a ban on data localisation requirement, while at the same time, retaining the right to regulate personal data. Unlike the US and EU, China prioritises data security and sovereignty, adopting stringent regulations to restrict cross-border data flows and localise data in China to ensure stability and security in domestic society. In addition, China focuses on promotion and facilitation of cross-bordered trade in goods enabled by the internet, a sector in which Chinese companies like JD.com and Alibaba have already become global leaders. The other leading Chinese internet companies that provide digital services, i.e. Tencent and Baidu, primarily cater to the domestic market and do not share the demands by their US counterparts for rules on cross-border digital trade. Consequently, China has taken a cautious and somewhat reserved approach to data governance in trade agreements. Overall, the varying priorities of these major players create significant challenges to negotiating digital trade rules at the WTO, thereby causing governments to resort to FTAs for such negotiations, as noted in Section II.

The most notable accomplishment under the ambitious Work Programme might be the moratorium on customs duties on electronic transmissions, which has been temporarily extended every two years at the WTO Ministerial Conference since 1998. The last extension was agreed in June 2022 at the 12th Ministerial Conference. However, members remained divided on whether to implement a permanent moratorium or to impose customs duties on electronic transmissions. As several developing members, such as India, South Africa and Indonesia, still hold to the imposition of customs duties, a consensus to make the moratorium permanent at the 13th Ministerial Conference is unlikely.

As e-commerce acquired growing prominence in the global economy, governments, led by the US, have been resorting to the WTO to find common ground on important e-commerce issues since 2016. A group of 76 Members, accounting for over 90 per cent of global trade, initiated exploratory work together toward future WTO negotiations on e-commerce in 2019. They issued a Joint Statement, announcing their intention to commence plurilateral negotiations on e-commerce open for other Members to join, which is widely known as the Joint Statement Initiative (JSI). The JSI marked a significant turning point in e-commerce discussions in the WTO as it developed an alternative way (i.e. the plurilateral route) to advance the

47 Aaronson and Leblond, above n 5, 258–262.
49 Aaronson and Leblond, above n 5, 263–268.
50 Gao, above n 5, 317.
52 See Kelsey, above n 41, 274.
negotiations in the absence of progress under the formal Work Programme (i.e. the multilateral track). The Members can now bring new issues, such as free flow of data, data localisation and transfer or access to source code, into the WTO negotiation agendas through JSI e-commerce negotiation. It therefore provided hope for the WTO to remaining relevant in the ongoing, global efforts to advance digital trade rules and regulatory cooperation. It may also provide an opportunity for governments to reinvigorate the negotiation function of the WTO as well as Members’ confidence in the multilateral trading system.

Recent reports suggest that, the JSI has accomplished a great deal in negotiations and parked 12 provisions on ‘trust, openness and trade facilitation’, including online consumer protection; electronic signatures and authentication; spam; open government data; electronic contracts; transparency; paperless trading; cybersecurity; open internet access; electronic transaction frameworks; electronic invoicing; and ‘single windows’. These measures are generally uncontroversial as they are largely based on the provisions under the Agreement on Trade Facilitation. At the same time, however, members have not achieved convergence on key issues such as data flow and data localisation.

The challenges in reaching a consensus within the JSI indeed mirror the broad divergences among WTO members on these issues. Major members can generally be grouped into two categories based on their positions on data flows and data localisation. The first group, consisting of the majority of advanced economies such as the EU, Japan, Australia, Canada and Singapore, is open to cross-border data flows to facilitate trade in the digital economy. They support reducing barriers to the international transfer of data, with exceptions for achieving legitimate public policy objectives or protecting personal data and privacy (as will be discussed in Section IV). By contrast, the second group, comprising numerous developing countries like China, India, Russia and South Africa, holds a cautious attitude towards the free flow of data while prioritising data security and sovereignty. They have imposed strict restrictions on data flows, and in some cases, advocated data localisation requirements to protect national security and advance data sovereignty.

It should be noted that the US recently withdrew its longstanding digital trade demands at the WTO as these proposals might hinder domestic policy considerations of strengthening regulation of big tech firms. The US’s current review of its digital

54 Sen, above n 41, 339-341.
55 Joint Initiative on E-commerce, E-commerce co-convenors: “We must lock in the credible package that we have in our hands” (27 October 2023), https://www.wto.org/english/news_e/news23_e/scroll_e/sec_27oct23_e.htm.
59 Ibid.
trade policies may lead to the introduction of restrictive measures on data flows, ‘balancing the right to regulate in the public interest and the need to address anticompetitive behavior in the digital economy’.\(^{61}\) In addition, as the US will remain ‘an active participant’ in the WTO e-commerce talks, this move may affect the positions of its allies such as Australia, Japan and Korea, potentially leading to changes in their collective approach in future negotiations. It could also prompt further discussions among allies to pursue shared objectives with developing country groups, ultimately fostering international cooperation on addressing challenges posed by the ever-evolving digital economy.

The divide between positions on data flows and data localisation also exists in the Asia-Pacific region. Developed countries support the EU position, including Japan, Korea, Australia, Singapore and New Zealand,\(^{62}\) while the Chinese position is shared by developing countries (e.g. Vietnam, Indonesia and Malaysia) and LDCs (e.g. Cambodia, Laos and Myanmar).\(^{63}\) The disagreements between the two groups have to do with their varying levels of digital development, diverging policy preferences, and the disparity in regulatory capacities among countries in the region. Compared to policies focused on economic growth and innovation driven by data flows, many developing countries have chosen to restrict cross-border data to protect privacy and national security, due to the lack of adequate digital infrastructure and robust regulatory framework.\(^{64}\) In the meantime, they seek to develop their regulatory and institutional capacities that would allow them to preserve policy space to pursue development objectives aligned with their national interests and needs.\(^{65}\)

Despite these major disagreements, the Asia-Pacific countries have made significant progress on regional cooperation and achieved fruitful results in digital trade governance. The Asia-Pacific trade agreements, particularly the CPTPP, RCEP and DEPA, are examined below.

IV. DIGITAL TRADE PROVISIONS IN ASIA-PACIFIC TRADE AGREEMENTS

The digital trade rules in Asia-Pacific FTAs have evolved significantly over the past two decades. This section offers a comprehensive analysis of three recent RTAs from three aspects: (1) scope and depth; (2) negotiation pattern and regulatory framework; and (3) evolving key issues. We argue that these agreements have demonstrated a pragmatic and incremental approach to digital trade in the region to accommodate the diversity of digital development and policy preferences among the parties.

\(^{61}\) Ibid.


\(^{65}\) Li, above n 63, 11.
A. The Evolving Scope and Depth of Digital Trade Governance

1. Scope: Covering More New Topics

As noted in Section II, earlier FTAs in the region only included a few provisions on e-commerce, whereas more recent agreements tend to devote a separate chapter to digital trade (e.g. CPTPP and RCEP) and a stand-alone digital trade agreement (i.e. DEPA). This approach focuses on negotiating and formulating new digital trade rules in a pragmatic manner, although it does not address some of the questions left under the WTO such as the classification of digital products.

The CPTPP and RCEP cover a wider range of issues related to digital trade and share common ground on numerous issues, including customs duties on electronic transmissions, electronic authentication and signatures, domestic electronic transactions framework, personal information protection, online consumer protection, paperless trading, spam, cooperation and cybersecurity. Besides, there is a general convergence on data flows and localisation issues (as will be discussed in Section IV.C), whereas WTO members hold divergent views as discussed above.

In addition to the consistency in coverage, the DEPA extends beyond either CPTPP or RCEP. It represents a broader conception of ‘digital trade’ whereas CPTPP governs measures that ‘affect trade by electronic means’ and RCEP includes measures that ‘affect electronic ecommerce’. DEPA, by contrast, applies to measures that ‘affect trade in the digital economy’. Therefore, DEPA contains more comprehensive disciplines than CPTPP and RCEP, encompassing not just traditional issues relating to data flows and digital trade facilitation, but also several new-age issues, including emerging trends and technologies (Module 8), innovation and the digital economy (Module 9), small and medium enterprises cooperation (Module 10), and digital inclusion (Module 11), thus enhancing DEPA’s ability to tackle potential barriers to digital trade.

Module 8 is especially noteworthy because it introduces a range of emerging issues that require attention from policymakers, such as in the areas of financial technology (FinTech) and Artificial Intelligence (AI) technologies, which have not been extensively addressed in previous international trade agreements. For the governance of AI technologies, for instance, the parties agree to “promote the adoption of ethical and governance frameworks that support the trusted, safe, and responsible use of AI technologies (AI Governance Frameworks)”, taking into consideration “internationally recognised principles or guidelines, including explainability, transparency, fairness and human-centred values”. The inclusion of AI technologies can be seen as an agile response to the new challenges triggered by digital technologies. As AI becomes more prevalent, efforts to address the potential risks associated with its widespread use could impact international trade.

66 Asian Development Bank, above n 24, 66.
67 Ibid, 67.
68 CPTPP, art 14.2.2; RCEP, art 12.3.1; DEPA, art 1.1.1.
69 DEPA, arts 8.2.3, 8.2.4.
70 Marta Soprana, “The Digital Economy Partnership Agreement (DEPA): Assessing the Significance of the New
The scope of digital trade provisions in Asia-Pacific FTAs are likely to become broader, as they all include the amendment procedure. In addition, the DEPA explicitly acknowledges in the preamble that ‘the digital economy is evolving and therefore this Agreement and its rules and cooperation must also continue to evolve’. This is because the parties realise that the development of technology and the related business models have far outpaced the regulatory approaches in this fast-moving area. This mismatch can be quite stark and is likely to continue, particularly for innovative technologies. Being characterised as a ‘living agreement’, the DEPA is expected to keep pace with rapid technological changes that are taking place in practice, such as the Internet of Things (IoT) and blockchain, and group such ideas for future cooperation.

2. Depth: Higher Standards on Traditional Digital Trade Issues

Generally, digital trade rules in the Asia-Pacific are more ambitious on traditional digital trade issues. The three RTAs incorporate considerably more detail and/or more operative language in areas such as paperless trading, electronic transactions, personal information protection, online consumer protection, cybersecurity and transparency, thus introducing more legal requirements to the parties and strengthening the enforceability of the agreements.

Taking the paperless trading as an example. Trade costs, encompassing customs, transportation, and logistics expenses, constitute a primary obstacle to companies seeking to engage in trade. A substantial share of these costs arises from the time and financial resources dedicated to paperwork and the repeated submission of the same information, as mandated by various customs authorities for export or import. Therefore, all three of the RTAs include disciplines on paperless trading. At one end of the spectrum lies the CPTPP which simply requires parties to ‘endeavour to’ make electronic versions of trade administration documents available to the public, and to accept electronic versions of these documents as the legal equivalent of paper documents. The RCEP contains the same ‘best endeavour’ language but adds a requirement for further cooperation in this regard. The DEPA extends beyond these provisions by turning the best-endeavour provisions into binding obligations to enhance enforceability as well as providing more details on the language and format of electronic versions of trade administration documents. The DEPA also deals with issues not covered by the other two agreements such as provisions on establishing single electronic windows and developing data exchange systems for paperless trading.

Another example concerns the protection of consumers. Given the widespread internet usage and prevalence of mobile-first consumers in the region, comprehensive provisions on consumer protection are critical for enhancing consumer trust. Therefore, the CPTPP requires parties to adopt laws to protect consumers from
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Trade Agreement on the Block’ (2021) 13(1) Trade, Law and Development 143, 161.

71 Honey, above n 6, 229.
72 See Mishra and Valencia, above n 6, 496-508.
73 See Elms, above n 4, 25.
74 CPTPP, art 14.9.
75 RCEP, art 12.5.
76 DEPA, art 2.2.
fraudulent and deceptive commercial activities. It also acknowledges the importance of cooperation between national consumer protection agencies for enhancing consumer welfare.\textsuperscript{77} The RCEP takes a step further to require the parties to publish information regarding the remedies that consumers can pursue and guidance on how businesses can comply with legal requirements.\textsuperscript{78} The DEPA takes an even more ambitious approach by setting out more detailed guidance for consumer protection laws and requiring the parties to make the laws publicly available and easily accessible.\textsuperscript{79}

In short, the expanding scope of recent Asia-Pacific RTAs and enhanced depth of rules on traditional digital trade issues can be seen as necessary responses to the practical needs of the Asia-Pacific region. Moreover, this evolution of RTAs also aligns with the Asian approach of incremental pragmatism, which advances rules on additional digital trade issues while incorporating new-age issues on a gradual basis.

B. Changing Trends in the Negotiation Patterns and Regulatory Framework

1. Negotiation Pattern: A Trend of Negotiation on Digital-only Trade Agreements

In contrast to the CPTPP and RCEP, DEPA is the world’s first digital-only trade agreement. Such efforts to negotiate digital-only trade agreements have been on the rise in the Asia-Pacific,\textsuperscript{80} suggesting a shift from the traditional FTA negotiations which cover a wider range of trade-related issues. Negotiations dedicated to a specific trade issue such as digital trade have at least two major benefits.

Firstly, such negotiations can help parties to avoid cross-sectoral trade-offs, as exemplified in more traditional FTA negotiations.\textsuperscript{81} During FTA negotiations, countries typically address multiple subject matters concurrently, and are more likely to have divergent interests across different areas. As a result, achieving a meaningful outcome in FTAs that is acceptable to all parties may require compromising across a range of issues covered by the entire package. The scope of the DEPA implies that, without the need to accommodate other interests in areas beyond digital trade such as agricultural subsidies, it is easier for the parties to delve into approaches that will achieve regulatory coherence on all major and emerging issues relating to the digital economy.

Moreover, such negotiations can be more efficient, and better adapted to the fast-changing nature of digital technologies. This efficiency of negotiation is evidenced by the negotiation process of the CPTPP, RCEP and DEPA. The CPTPP concluded in 2018 after more than a decade of negotiations since the original round in 2008, the RCEP was signed in late 2020 after eight years of talks, and the DEPA was signed in

\textsuperscript{77} CPTPP, art 14.7.
\textsuperscript{78} RCEP, art 12.7.
\textsuperscript{79} DEPA, art 6.3.
\textsuperscript{80} See, eg, United States – Japan Digital Trade Agreement, effective on 1 January 2020; Singapore – Australia Digital Economy Agreement, effective on 8 December 2020; Korea-Singapore Digital Partnership Agreement, effective on 14 January 2023.
June 2020 after merely one year of negotiation. In this sense, the stand-alone digital trade agreement signifies a positive departure from the rigidities of traditional FTA negotiations, which often require years or even decades to achieve outcomes.

2. Regulatory Framework: Open, Flexible and Inclusive

a. Open

These recent Asia-Pacific RTAs are structured as open agreements with ‘open accession’ processes. This approach provides room for furthering regional economic integration and expanding the global influence of these agreements. For example, since taking effect in 2018, several countries have applied to join the CPTPP, including the UK, China, Taiwan, Ecuador, Costa Rica, Uruguay and Ukraine. With the UK being the first European country and first new member to join CPTPP in July 2023, CPTPP goes beyond its geographic limitation. Similarly, only a few months after the DEPA became effective for New Zealand and Singapore – and before Chile has even concluded its domestic ratification processes – both Canada and South Korea had initiated consultations on accession. China, Costa Rica, and Peru also have submitted formal requests to accede to DEPA. In addition, Hong Kong and Sri Lanka have applied for RCEP membership, while Bangladesh is contemplating joining the trade bloc too.

The primary motivations for joining these RTAs are economic growth and enhanced market access. For example, the UK’s accession to the CPTPP is anticipated to help its cutting-edge tech sector go global and open up more markets in financial and professional services. In China’s case, seeking membership in the CPTPP and DEPA aligns with its goals of further deepening domestic reforms and increasing openness to international markets. This move is expected to ‘help China strengthen its cooperation in the global digital economy with members of the agreement and promote innovation and sustainable development’. Similarly, Costa Rica, representing Latin America, aims to expand trade in Asia through joining the CPTPP. The pursuit of these economic goals through RTAs, however, brings about the need for significant changes of domestic regulations. For countries like the UK, which lack digital trading systems, these advanced rules offer an essential framework
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for shaping the emerging digital trade regulations. In contrast, for countries with more established domestic frameworks, such as China, adapting to these advanced digital trade rules would require regulatory and policy reform, particularly around contentious issues such as cross-border data flows. In this way, the membership expansion will gradually increase the global reach of digital trade rules in current Asia-Pacific trade agreements and consequently their global influence, leading to regional and global economic integration in the long run.

b. Flexible

Another feature of the regulatory framework is an emphasis on flexibility. The three RTAs all contain ‘soft law’ or ‘best endeavour’ commitments rather than legally binding rules on various issues. For some traditional issues, such as paperless trading, obligations are couched in soft non-binding language that grant governments policy space and retain flexibility to adapt rules to local conditions where needed. Provisions on newer issues, such as digital entities, AI technologies, data innovation and open government data, are designed in a similarly flexible manner. The DEPA, in particular, incorporates soft law norms and guidelines on these new-age issues in light of the rapid evolution of digital technology. This approach offers flexibility by focusing on the establishment a platform for collaboration at this stage, thus allowing regulations to evolve along with technological advancements and policy impacts, and allowing for the adaptation of rules to meet local needs where necessary. Moreover, for issues requiring the collective effort of the parties, the three agreements also adopt a soft approach. For instance, the three RTAs do not create enforceable obligations on cybersecurity due to its complexity and transnational nature, but focus on building national capabilities for computer security incident response and promoting cooperation matters related to cybersecurity, thereby leaving sufficient space for national policy and international cooperation. Overall, this soft approach allows parties to implement the agreements flexibly and address emerging and difficult issues on a gradual basis. Of course, these non-binding obligations and collaborative provisions are likely to transition to binding ‘hard law’ as digital technologies continue to develop and parties become collectively more experienced in their regulatory responses.

In addition, compared to the other two agreements, the DEPA exhibits a unique flexibility because of its modular structure. Signatories can choose to accept some modules in light of their conditions rather than accept the entire agreement, providing more choices for developing countries to engage in cooperation on digital trade governance. In addition, while the sixteen modules of DEPA are intended to work together, individual elements can be plucked out and used in other agreements or even in the WTO process, serving as a building block for other agreements. Indeed, the built-in flexibility was intended to ‘generate new ideas and approaches that can be
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used by Members in the WTO negotiations, and by other countries negotiating free trade agreements or engaging in international digital economy or digital trade work. In this way, DEPA introduces a pragmatic and incremental approach to build consistency in digital trade rules, which may help to streamline the spaghetti bowl of digital trade provisions in FTAs, and expand Asia-Pacific-led rules towards broader multilateral outcomes.

c. Inclusive

Inclusiveness is the third trend in the recent Asia-Pacific RTAs, which is reflected in two major features. The first feature concerns the special and different treatment for the developing world. The Asia-Pacific is the most dynamic region in the world with countries at various stages of development. It includes many developing countries, and 12 out of 46 Least LDCs. These countries usually have underdeveloped internet infrastructure and a weak regulatory environment for digital trade. Therefore, the CPTPP and RCEP allow for staged implementation of commitments by developing countries and LDCs with due regard to time needed for them to develop their regulatory frameworks and relevant digital infrastructure. Moreover, they require the parties to undertake and strengthen technical assistance and capacity building to help these less developed economies to catch up in the digital space. For example, RCEP explicitly targets the three LDCs (i.e. Cambodia, Laos and Myanmar) and developing countries (e.g. Vietnam) to help them implement their obligations and take advantage of the benefits of the agreement. The lack of comparable provisions in the DEPA may be attributed to the parties having relatively strong digital sectors. Overall, this inclusive approach helps bring together countries at different stages of development.

The second feature relates to special consideration for SMEs and disadvantaged people. The growth of digital trade has opened up new opportunities for SMEs to access the market and for the participation of disadvantaged groups in economic activity (via employment). In response, the recent Asia-Pacific RTAs incorporate provisions that assist SMEs to take advantage of trade opportunities under the Agreements. The DEPA stands out for the inclusion of stakeholder engagement. It requires parties to convene a Digital SME Dialogue with the private sector, non-governmental organisations, academics and others stakeholders, reflecting the fact that creating effective policies in this economic domain, perhaps more than in any other, requires a level of technical or specialised expertise, which can be found within
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the technology or business sector itself. In addition, another contribution of DEPA to inclusive growth lies in its emphasis on the involvement of the minorities, which is largely missing in other trade agreements. Specifically, the DEPA requires the parties to remove barriers and to promote participation of all groups, especially women, rural populations, low socio-economic groups and Indigenous Peoples in digital trade activities, helping them to contribute to, and benefit from the digital economy. This DEPA-like provision on digital inclusion can also be beneficial for addressing the growing digital divide across the world, and for regional and even global sustainable development.

In short, the changes in negotiation pattern and regulatory framework reflect a pragmatic and gradual approach in the Asia-Pacific, that is, focusing on the negotiation of digital trade issues while gradually promoting regional and even global economic integration through the expansion of membership and the bridge of the digital divide. For emerging or contentious digital trade issues, the three RTAs adopt a soft law approach so as to leave policy space for governments to maintain their preferred regulatory approaches as well as the flexibility for implementation of commitments that reflects their different stages of economic development and digital transformation.

C. Evolving Key issues in the Digital Trade Governance

1. Old Divide: Cross-border Data Flows and Data Localisation

Cross-border data flows are the lifeblood of the digital economy. Therefore, cross-border data flows and data localisation have been key issues in digital trade negotiations over the past decade, and, as mentioned earlier, WTO members are widely divided on these issues. To solve this ‘old divide’, the CPTPP, RCEP and DEPA all incorporate provisions to facilitate the cross-border data flows and prohibit data localisation requirements for conducting business. However, in practice, the effectiveness of these provisions differs significantly due to the scope of exceptions and the accessibility of dispute settlement procedures.

With regard to the exceptions, recognising that each member may have its own regulatory requirements, the CPTPP and DEPA allow parties to adopt measures inconsistent with these provisions in order to ‘achieve a legitimate public policy objective’, provided that such measure is not ‘applied in a manner which would constitute a means of arbitrary or unjustifiable discrimination or a disguised restriction on trade’, and does not ‘impose restrictions on transfers of information greater than are required to achieve the objective’. This text is similar to the language in general exceptions outlined in Article XX of the General Agreement on Tariffs and Trade and Article XIV of the GATS, which allow WTO members to adopt trade-restrictive measures for certain legitimate regulatory objectives such as the promotion and protection of other social values and interests. However, it differs from
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the WTO norms as it does not provide an illustrative list of ‘legitimate public policy objective’. One possible reason behind such design lies in the disagreement between the parties on the scope of such objectives. For example, in the TPP negotiations, while the US firmly supported mandatory cross-border flows without any exceptions, several countries involved in the negotiations called for sufficient regulatory space to restrict data flows for various domestic policy objectives, such as privacy protection emphasised by Australia, New Zealand, and Canada, national security prioritised by Vietnam, and public morality raised by Singapore. Accordingly, such vaguely worded exception can be seen as a deliberate policy balance between facilitating data flows and the preservation of policy space. Overall, this approach safeguards governments’ regulatory autonomy on issues relating to cross-border data flows, although it could also lead to legal uncertainty.

While the RCEP contains a similar exception, it also introduces a self-judging element, where the implementing party has the exclusive authority to determine whether ‘the implementation of such legitimate public policy’ is necessary. This means the implementing party is not required to prove that there are no less trade-restrictive alternative measures reasonably available to achieve the same objectives, which contrasts with the stringent standards of necessity requirement in the WTO framework. Therefore, this approach provides more flexibility for policy space, which is particularly advantageous for countries at different stages of development in the Asia-Pacific region. In addition, RCEP introduces an additional exception, which allows the party to adopt any measure restricting cross-border data flows or requiring data localisation if ‘it consider necessary for the protection of its essential security interests’. This is consistent with policy priorities amongst certain countries in the Asia-Pacific region, in particular China, Vietnam and Indonesia, which have enacted laws and regulations that place restrictions on data flows to safeguard national sovereignty and security. Accordingly, while based on the framework of CPTPP, the RCEP reflects to a greater extent the policy preferences of the region, as it was established primarily under the leadership of Asia-Pacific countries. Like the public policy objective exception under the CPTPP, the RCEP provides no further clarification on what would constitute an ‘essential security interest’ and makes the necessity of the measure self-judging. Moreover, it provides that ‘[s]uch measures cannot be disputed by other Parties’, which further strengthens regulatory autonomy for governments.

In addition, it is worth noting that while the RCEP sets out the widest exceptions among the three RTAs, it establishes the Dialogue on Electronic Commerce, a forum for an ongoing conversation on data transfer that can be convened by the RCEP joint
it thus providing an opportunity for the parties to narrow the scope of exceptions in future discussions and cooperation. Overall, the extensive exceptions in the RCEP offer considerable discretion for the parties to determine a proper scope of exceptions, thus leaving the door open for potential abuse or misuse of these exceptions. However, at the same time, this approach also reflects the pragmatism of RCEP – accommodating countries with varying levels of digital development and policy preferences regarding digital regulation.

Turning to the application of dispute settlement mechanism, the CPTPP, RCEP and DEPA have taken variable approaches. Under the CPTPP, not only are the provisions on data flows and data localisation subject to the dispute settlement provisions of the Agreement, but so is the entire e-commerce chapter. By contrast, the chapter on dispute settlement do not apply to the e-commerce chapter in the RCEP, which means the binding obligations on data flows and localisation do not have real possibility of being enforced. Instead, RCEP parties can engage in consultations in good faith when there are differences among parties regarding the interpretation and implementation of the e-commerce chapter, and can refer disagreements to the RCEP Joint Committee if the consultations fail. While the DEPA initially also excluded rules on cross-border data flows and data localisation from the scope of dispute settlement, the parties signed a protocol on 15 July 2023 to subject these issues to a rules-based dispute settlement mechanism, thereby reinforcing the legal certainty and enforceability of these rules.

In short, the three recent Asia-Pacific RTAs all include provisions that generally support the free flow of data across borders and prohibit data localisation requirements for conducting business. However, they incorporate exceptions and/or non-litigation requirements in light of diverging digital development and policy preferences in the region, thereby achieving a compromise between reducing trade barriers and preserving the policy space. Meanwhile, they leave flexibility for narrowing the scope of exceptions on trust-based consultations in the future.

2. New Focuses: Promoting Efficiency, Trust and Interoperability

In allowing the parties sufficient flexibilities, the RTAs have shifted the focus to issues that have the greatest economic significance to them. The promotion of efficiency, maintenance of trust and interoperability of systems and platforms are all issues that have become increasingly important to digital trade in recent years, and the recent Asia-Pacific RTAs reflect this in their rules.

The first group of rules relates to the facilitation of digital trade such as electronic transactions, paperless trading and transparency, electronic authentication and signature, as well as electronic invoicing and payments. These rules are central to promoting the efficiency of digital trade and particularly significant for

---

114 RCEP, art 12.16.
115 CPTPP, art 14.18.
116 RCEP, art 12.17.3.
118 DEPA, Annex 14-A, article 14A.1.
119 Protocol to the DEPA, art 8.
120 CPTPP, art 14.6; RCEP, art 12.6.
121 DEPA, arts 2.5, 2.7.
many Asia-Pacific developing countries aiming to transition towards a digital economy in the short to medium term.

The second set of rules concerns the promotion of online consumer trust. While consumers in Asia tend to allow digital trade to grow without complaints, these are some areas of increasing concern that may break down trust in the digital space. For instance, in the area of consumer protection, issues like fraudulent and misleading practices, inaccurate marketing and unclear return/refund policies can diminish consumer trust. Customers also concern about cyber attacks, data privacy and security in light of the increase in digital transactions and the vast collection/exchange of personal data. Therefore, these RTAs have significantly developed substantive rules concerned with building trust in digital systems, including rules directed at online consumer protection and cybersecurity, as discussed above, as well as personal information (or privacy) protection and spam.

Another set of rules becoming increasingly significant for policymakers relates to the interoperability of systems, software and operating platforms. Interoperability allows traffic to run effectively across different types of networks (e.g. from telecoms to banking to logistics and so on). It matters most to the digital payment, which is at the center of digital trade expansion and serves as a key enabling factor for digital commerce. Governments in the Asia-Pacific region have played a proactive role in advancing digital payment methods, leading the region to become the leader in the global digital payment market and commanding over half of the total market share in 2023. Due to the complex process of cross-border e-payment, policymakers have worked on the interoperability issue to promote seamless fund transfers between different payment systems and instruments for all participants, such as consumers, businesses and governments, in the payment system. For example, the DEPA requires parties to adopt regulations that enable greater interoperability between electronic payments systems. It also extends the concept of interoperability building to issues such as digital invoicing, personal information protection and digital identities. Similarly, the CPTPP and RCEP incorporate rules on interoperability building in the area of electronic authentication.

In summary, the key issues in digital trade governance have evolved from data flows to concerns around improving the efficiency of digital trade, enhancing trust in digital systems and enabling greater interoperability. The three RTAs all contain the western-led liberal rules on free flow of data across borders and prohibition on data
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localisation. In addition, the Asia-Pacific policymakers devote extensive attention to issues that are of the highest economic relevance and that can bring immediate and substantive benefits to businesses, such as issues on digital trade facilitation, consumer trust and interoperability building.

In light of the above, it is reasonable to conclude that the Asia-Pacific has developed a pragmatic and incremental approach to digital trade governance, that is, gradually developing consensus on contentious and emerging issues while focusing on issues that are of the highest economic relevance and can achieve immediate consensus. This approach is important to the regional growth of digital trade as it can harmonise relevant rules within the region and accommodate countries with diverging digital development and policy preferences on digital governance. Specifically, the emphasis on binding obligations and tightly worded exceptions in traditional FTAs that could be adjudicated before a trade tribunal would prevent developing parties from reaching a trade agreement due to their lack of proper infrastructure and weak regulatory capacity. Given the active participation of developing countries and LDCs in the digital trade activities and their struggle for digital transformation, the Asia-Pacific approach to digital trade governance is expected to have significant implications for the multilateral trading system.

V. Conclusion

Digital trade plays a crucial role in fostering global economic growth and prosperity. As the same time, however, it has generated a range of regulatory challenges for policymakers. As the most dynamic region in the digital trade arena, the Asia-Pacific region leads as a global pioneer in technology innovation, digital businesses and digitalised communities. Unsurprisingly, it has also been at the forefront of shaping digital trade policies. Faced with the lack of global trade rules on digital trade and the practical needs of data regulation, several countries in the Asia-Pacific region have proactively negotiated various FTAs containing comprehensive rules on digital trade, which culminated in the conclusion of the CPTPP, RCEP and DEPA.

After decades of development, the Asia-Pacific exhibits three features in digital trade governance. First, the above trade agreements extend considerably further in terms of scope and depth to develop more ambitious rules on traditional digital trade issues as well as approaches to address emerging issues in digital economy. Second, by separating the negotiation of digital-only agreements from more traditional, multi-subject FTA negotiations, parties are able to respond more quickly to the fast-growing digital sector, and at the same time, the trade agreements become more open, flexible and inclusive in order to achieve both regional and global economic integration. Finally, as regards key issues, Asia-Pacific countries address the old divide by adopting the general principles of allowing cross-border data flows and prohibiting data localisation, but preserving sufficient policy space for parties’ domestic data regulation. Meanwhile, they have shifted focus to issues that improve the efficiency of
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digital trade, enhance the trust in digital systems and enable greater interoperability, thereby yielding the highest economic benefits at a fast pace. Overall, the Asia-Pacific region has developed a pragmatic and incremental approach to digital trade governance that accommodates the varying needs of countries at the different stages of digital development and with different policy preferences on data regulation. While focusing on some of the most economically significant matters, this approach allows flexible implementation and encourages regulatory cooperation on contentious and emerging issues, thus developing consensus on a gradual basis.

As the Asia-Pacific region is acquiring leadership in the global digital market, its pragmatic, incremental approach is likely to influence other FTAs or digital trade agreements at bilateral and plurilateral levels, especially those involving developing countries at different stages of development. Expansive and deep commitments in trade agreements are unlikely to be acceptable to many developing countries due to the lack of proper infrastructure and regulatory capacity. In addition, this approach could be used to facilitate the negotiation of digital trade rules at the WTO, which remains the only multilateral forum for deliberation, negotiation and development of digital trade rules at the global level and the only forum in which the US is currently engaged. In light of the Asia-Pacific approach, WTO members may agree to the commitments on cross-border data flow and prohibition of data localisation provided that a delicate balance is achieved by allowing governments to retain the policy space needed for their domestic regulatory priorities. More consideration must also be given to development issues. The special and different treatment provisions and inclusiveness provisions (i.e. technical assistance and capacity building provisions) included in the Asia-Pacific agreements discussed in this paper are a good start in that direction.
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